[This chapter starts with a general introduction to what Spam is, what Spammers aim to achieve, how they achieve it and what is the role of a user in a spam related attack. It will mainly focus on Phishing threats.]

The general definition of Spam is “unsolicited messages” which are sent to users usually in a digital format and are also known as ‘junk mail’. This type of messages often contain advertisements for ‘special’ offers on a variety of products and services, other times they contain information about certain events on a news topic or a made up story that aims to urge the user to check it out also known as click-bait. They are often associated with malware and gathering of information and are commonly spread via: e-mail, instant messaging applications [SPIM], voice over IP services (calls that take place over the internet) [SPIT] and SMS (Short Message Service) messages.

A website called SecureList, run in part by members of Kaspersky Lab, reported information from their (security) products where on average SPAM took up approximately 70% of the e-mail traffic in the 3rd quarter of 2014. The amount of SPAM in previous years has reached similar if not greater percentage of the e-mail traffic.

Spammers aim to collect as many active e-mail addresses as possible in every way and any way they can. Some of the ways that they collect addresses are:

* By purchasing information from databases or accessing information from leaked databases (Illegal)
* Search the internet for any and every e-mail address
* Generating e-mail address by using words from a dictionary and checking whether a service considers them as valid. This is called a brute force attack (trial and error attack) and is usually used to decrypt cipher text (encrypted messages).
* People that open Spam e-mails or click on links in those e-mails.

Phishing threats

Phishing is a form of SPAM where the purpose of this message is to gather sensitive information from potential victims such as username, password or credit card details and exploit it in order to gain profit. Phishing attacks try to deceive users into handing over information. These messages usually imitate an official letter from a service or redirect users to a website which imitate that service’s website. It can start by urging users to take immediate action on reviewing some unusual activity on their account or by asking users confirm account details or other personal information. The result of a phishing attack is essentially identity theft.

**Clone Phishing:**  This form of phishing attack creates a cloned version of a delivered e-mail that contained attachments. The attachments are replaced with malicious code and the message is resent to the original e-mail addresses, making it look like the original sender was the one sending it.

**Spear Phishing:** This is a form of phishing is more focused; it uses some knowledge about you and your internet usage. This can include:

* Contacts (Friends or Family)
* Websites that you have visited
* Services that you have used
* Information that you have shared in different social media

This information is used in order to attempt to access your accounts and other personal information.

**Whaling:** This form of phishing attack is a variation of spear phishing attacks that mainly focuses on people of a higher profile/status such as celebrities.

**DNS-Based**: This form of phishing attack uses a router as a public access point to attract a user and then through the attackers DNS and phishing server the victim (user) is tricked into entering personal/account details on fake web pages that imitate an official website’s pages.

**Smishing**: This form of phishing attacks takes place on a mobile device through SMS messages that usually request information or include malware infested website links.

Phishing attacks can also make a user subscribe to premium rate text messaging services or take the form of bogus security software/applications such as an antivirus. Malware that can be spread through these attacks can also be used to gain access to certain information on devices or even spy on users.

Android permission system involves what actions an application can perform, a list of permissions are shown before the installation of an application where it requests the user to grant them. If the user does not want to grant these permissions then he/she is unable to install the application. Permissions are usually split into groups such as SMS where an application is granted permission to read, receive and send SMS messages. Other permissions include Location where an application can keep track of approximate or precise location, Contacts where an application can read or modify contacts on a device et al. .

Users can agree to an application’s permissions without considering the possibility that the application can abuse them. Recently there were reports of top-rated flashlight applications in the android market that were requesting a lot more of permissions than they required. Applications like these required permissions such Location, Identity, Microphone etc. The problem with this is that applications like this record information that has nothing to do with the application functionality and can quite possibly be used to spy on users (Spyware). Some people however could argue that installing an application like this is optional and the user has the power to grant the permissions. In some cases application can request for new permissions before updating to the latest version, if they are not granted the user cannot acquire the update. This might be a problem with security as older versions might be more vulnerable.

In the paper “**Android SMS Malware: Vulnerability and Mitigation**” ­ by Khodor Hamandi, Ali Chehab, Imad H. Elhajj and Ayman Kayssi there is a study that talks about malware that use a device’s SMS services and how privileges that were granted by a user can be abused and still remain undetected by security software. It stresses the fact that privileges that have been granted before installation can be dangerous as they remain unmodified. Android’s broadcast service which distributes data to services/applications that request them, does not guarantee that all applications will receive the original/unmodified data. Malicious software can be registered with top priority which means that they would receive the data first and therefore can modify the data.

This software, with the malicious code can suppress notifications of misuse and can continue to drain a user’s credit without them noticing. In order to prove these events an application has been developed to act as a malicious application, suppressing misuse notifications, sending messages and removing them from the local messages database so that a user cannot have a history of these events. The application was implemented in such a way that it would rerun services that have been terminated, continuing its malpractice.

It has been tested between two devices one of which being an Android smartphone. When antimalware applications were run this application was not detected and it also was successfully published to the official android market. Finally the study suggested solutions such as: not allow applications to set their own priority (and possibly assigning a trusted application as the highest that will be in control), always inform a user when with the receipt of a SMS message and request permission each time a SMS message will be sent.

Avoiding Detection

Spam filter is a program that filters incoming messages. Messages are classified by the filter based on certain rules and algorithms. If a message is marked as spam it is usually added to a junk/spam folder. If a message does not show any signs of being spam it is added to the user’s inbox folder.

According multiple online sources on spam, there are a lot of tricks used in order to fool spam filters into thinking that the message is a legit message and therefore avoid detection. Here are some of the techniques used by spammers:

* Line breaks at unexpected parts of a message
* Adding spaces between characters in words
* Replace spaces with a specific character
* Use of null characters
* Use of characters from foreign languages that look like English characters
* Switching around some letters in words
* Exploiting the Unicode right to left override
* Hiding the malicious URL in a < map > tag within an HREF tag
* Using HTML encoded characters
* Using HTML to add tiny letters in words which can’t be noticed by a user
* Using HTML tables
* Use of JavaScript to hide messages
* Use of ASCII characters in a way that visually they look like characters.
* Spam engines imitating real mailers such as Hotmail, Outlook
* Using multiple ‘zombie’ computers to send spam since IP addresses can be added to block lists
* In order to fool spam filter algorithms they add more sentences to pass the spam filter’s threshold
* These additional sentences can be the same colour with the background of a message so that a user does not notice them
* Use IP address with neutral or positive reputation
* Using tiny URLs instead of full length URLs
* Using encoded URLs
* Use HTML to fool recipient by adding a malicious link on a legitimate service’s URL
* Splitting URLs in different parts and showing how the user can attach the parts to get the original URL

Spammers study how spam filters work and then try to exploit their algorithms in order to bypass detection. Therefore spam filters need to continuously be updated with detecting techniques and improved algorithms. Problems that can appear are false positive classifications which are legitimate messages that were marked as spam. Email services such as GMAIL by Google try to improve their algorithms in order to reduce the number of false positive detections either by using familiarity such as adding an e-mail address to an approved senders list (contacts) or creating your own filters.

There numerous of patterns that filters tend to look at and there are many websites that help legitimate users avoid spam classification by following some rules.

Some of the rules that are mentioned online are:

* Use of words such as ‘free’, ’urgent’, ‘click here’, ’once in a lifetime’ or characters such as $$, XXX
* Talks about money, claims money back guaranteed
* Excessive use of caps lock
* Excessive amount of images or links with not enough text
* Use of bright colors and irregular font size (too small)
* Use of attachment of files of these formats: exe, bat, com etc.
* Claiming that is a legitimate e-mail
* Use well known mailers
* Timing : frequent e-mails from an address can be marked as spam
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How to stay safe

“Better safe than sorry” is a popular saying that is used in situations where it is important to stay safe and avoid any risks even if the situation might not seem all that risky. This is often true when it comes to reading digital messages, even if it might not seem as something that might harm you, it can and you might not realise the extent of the damage that it has or will cost you until it’s too late. Companies can rely on their reputation and productivity in order to be successful. Spam can have a negative effect on a worker’s time and productivity; it can also cost a company or an individual a significant amount of money to repair the damages that it might inflict due to the possibility of malware infections or loss of information. These are some of the reasons of why it is important to take appropriate measures in order to defend against spam.

Spam often present ideal situations to their potential victims whether it is a job opportunity or a great offer on certain products/services and the saying that comes to mind is “if something is too good to be true, it probably is”. One of the first things to look out for is these messages that present ideal situations which are can be unrealistic and avoid them. The general rule is to not open spam messages, some of these messages summarize their purpose in the subject field but a lot of them either prefer to leave it blank or ambiguous in order to tempt a user into opening it. If the message that you have received is from an unknown or unfamiliar sender then do not open it.

A message may not look as spam as spammers can make messages look like they are legit by using a company’s logo and layout. However services in general do not request account details to be confirmed or shared via e-mail, contact the service via telephone to confirm or report the message.

Spam can often keep the message as general as possible, not using a user’s name or any specific detail about the user. If the message looks suspicious avoid replying to it and avoid clicking on any link in the e-mail content. If you are unsure type the link into your browser (do not click to open the website) or hover over the link and try to look for any unusual patterns or do some research to find the official link to the service’s website and see if they match. Spam often includes an ‘Unsubscribe’ link in their message that does nothing but confirm that the e-mail address that they used to contact you is active. As an extra security measure disable the preview pane and loading of images in your mailing software.

Finally, it is highly recommended that antivirus software and filtering software are regularly used and are kept them up-to-date. Some email services such as GMAIL use antivirus software to scan attachments of incoming and outgoing messages for malware. If malware are detected then attachments are made unavailable for download to the receiver or notify the user/sender that the message cannot be sent until the infected attachment is removed.
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